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Through the introduction of the EU General Data Protection 
Regulation on May 25, 2018 there will be a legal framework 
established for data protection in Europe. The goal is to have 
consistent rules for everyone who stores and processes infor-
mative data. Significant fines can be the result if one disregards 
these directions, and ignores the GDPR.

No matter weather setting individual deletion deadlines, 
encrypting personal data or tracing processed data, all aurenz 
products, available from the release 10.4.03 are adapted to 
the new EU GDPR. Therefore, it is strongly recommended to 
update to this current release. 
Contact your accounter now!

GDPR COMPLIANCE WITH aurenz
Update to the new release 10.4.03 now!

Extract from the GDPR adaptation

Right to erasure
Personal connection data can be completely deleted at all 
times. Through the so called GDRP-report the system will 
issue - if data is stored, which data (business/private calls) 
and during what time period. The deletion periods can be 
individually defined for different groups of people. The 
deletion is performed by the system automatically and there 
will be proof of the deletion recorded by the program.

Privacy by default
All settings are chosen so that only the absolute necessary 
data are stored.

Right to data portability
Through a web portal provided by the system, the person 
concerned has access to his/her personal stored data at all 
times.  

Pseudonymization
Personal data is always stores encrypted. You have the 
possibility to process the data already by data recording 
without being able to identify the targeted number.

Privacy by design
If the connection data contains the identifier private – the 
data is treated as such during storage. This means that the 
numbers are stored masked, anonymized or that the 
complete record is discarded.

Cryptographic technique
All data, connection data and configuration data, are always 
stored encrypted and in compliance with the current security 
standards. You can only access the data through the program.


